ear 9-10 Topic Unit Map

cloud
back-up \ storage
external
task allocation
tasks
project planning practices
security
Iterative
process
sequential
storage
tachnical
communication
accidental . | risks
human
deliberate
cost
" 5
culture
social
beliefs/values
de-identification
protocols
footprints safety

privacy settings

Australian Privacy Principles

interaction websites

legal

web-based projects

plan and manage projects using
an iterative and collaborative ‘
approach, identifying risks and
considering safety and ‘
sustainability

create interactive solutions for
sharlng ideas and information

into }
safety, social contexts and legal ‘
responsibilities

data
iq
graphic organiser tools |
decomposition |
speed | define and decompose
user needs r 1d pr pr
accuracy | functional e nta ot |
i requir
Storage and including interviewing
features stakeholders to identify needs
requirements
reliability
user-friendliness
non functional
robustness
usability
user satisfaction
user experie
appearance
o2 ] aesthetics
Appey design the user experience of a
speed v by
G tolerance. functionality | alternative designs against
criteria including functionality,
navigation criteria GCCG:SHH ity, usab nd
control | accessibility | CLDA N
links
user satisfaction usability
flow charts diagrammatic

structured English

desk checking

valid input
invalid input

algorithms
tracing

test cases validation

branching

simple recursive

sub programs/modules

types
Y algorithms

object-oriented
language

array
attributes
behaviour sbjsce data structures
record
accidental
deliberate risks

avent

acceptance
rejection

planned obsolescence

sustainability

innovation
| criteria
enterprisa

sustainability

security policies

growth

dlagrammauca ly and

‘ design algorithms represan!ed
‘ structured

nd
aigacithma and program
tracing and test cases

implement modular programl
applying selected hms and
I data structures Il\clndlng using
progr

how
solutions and existing
lnformatlon systems and
policies, take account of future
rlsks and sustainability and
provide opportunities for
innovative and enterprise

investigate the role of hardware
and software in managing,
control and securing the
movement of and access to data
in networked digital systems

< of
data and how content data are
separated from presentation

develop techniques for
acquiring, storing and validating

ve and da
from a range of sources
considering privacy and security
requirements

analyse and visualise data to
create information and address
complex problems, and model
processes, enﬂtles and the

da(a

software
hardware
operating systems \ security
‘ control robotic systems
storage
people
mouse
touch pad
interaivity hardware ‘ screen
speech
accelerometer
software
encryption
security e
data hash algorithms
IPEG
lossy
Mp3
PNG
compression ¢ TIFF
lossless
{ RAW

codec (video)

cascading style sheet

P report
statistics
quantitative
< images
types of data interviews

qualitative
¢ journals

surveys
face-to-face
conversations
phone .
ogs
acquisition 9
observation

online webcam
data probe

digital
validatio non digital
privacy de-identification
requirements security pRsswords
CAPTCHA
summarise pivot tablas
lysi queries
patterns
purpose | relationships
abstraction
visualise histograms
tools | network diagrams
maps
processes iterative
entities schemas
model
attributes data dictionary
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